
1.  Add your logo

Use the placeholder as a guide to size your logo, 

ensuring the logo is aligned left. Once your logo is 

correctly placed, delete the placeholder. 

See more instructions on slide 3

Click to add the names of your brand and your solution.

2. Update the headline

Replace this subheader with a one-line summary of the 

benefits for potential customers. Think of the solution from 

their perspective: what does it enable them to do?

5. Summarize the benefits

Use this section to describe the solution details. Try to 

address the following questions:  

● What are common use cases? 

● Why do our technologies work so well together or 

complement one another?

● What are important considerations for customers 

using our technologies together?

6. Expand on the benefits

What do you want your customers to do next? Invite 

them to contact you or visit your website by adding 

a link if required. 

Learn how to add your link on slide 4

Update these opening paragraphs to describe our 

customers’ challenges and introduce your solution. 

● What is the market situation that our joint offering 

helps? Try including interesting data points or trends 

that customers may find find insightful.

● Why is this solution in a unique position to address 

these challenges or obstacles?

Learn how to paste without formatting on slide 4

4. Introduce your solution

Enter a one-line summary/value prop of your solution for 

potential customers.

3. Update the subheader

If you like, include the reference architecture or another 

visual that explains the solution. You can use 

industry-related imagery, or highlight additional content.

Learn how to adjust your image on slide 4

7. Add a call-to-action and link

8. Paste an image or delete the box

Start here

Chrome Enterprise Recommended
Solution Overview with Symantec Endpoint DLP

Protect sensitive data transfers in Chrome 
The new, native integration between Symantec Endpoint 
Data Loss Prevention (DLP) and Chrome browser 
provides robust data loss prevention with an improved 
user experience. Customers can extend Symantec DLP 
policies and protection to avoid data exfiltration through 
allow/block controls applied to Chrome browser.

This integration avoids the need for customers to test 
and manage DLP extensions, ensuring that future 
updates will not cause system performance issues.

Symantec Endpoint DLP detects, monitors and 
protects structured / unstructured data. Below are 
some typical scenarios:

● Upload files to Chrome via File Picker
● Drag and drop file shares to the web
● Pasting sensitive data into web pages and 

applications
● Printing sensitive data from websites and 

applications

Future-proof integration between 
Symantec DLP and Chrome

● Improved end user browsing experience
● Access to previously unsupported DLP 

features
● Same-day deployment of updated DLP 

browser features into your operational 
environment 

● Reduced risk that version upgrades will 
result in compatibility issues and gaps in 
DLP protection

● Shortened customer testing cycles
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Discover the benefits
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https://www.broadcom.com/products/cybersecurity/information-protection/data-loss-prevention

