
1.  Add your logo

Use the placeholder as a guide to size your logo, 

ensuring the logo is aligned left. Once your logo is 

correctly placed, delete the placeholder. 

See more instructions on slide 3

Click to add the names of your brand and your solution.

2. Update the headline

Replace this subheader with a one-line summary of the 

benefits for potential customers. Think of the solution from 

their perspective: what does it enable them to do?

5. Summarize the benefits

Use this section to describe the solution details. Try to 

address the following questions:  

● What are common use cases? 

● Why do our technologies work so well together or 

complement one another?

● What are important considerations for customers 

using our technologies together?

6. Expand on the benefits

What do you want your customers to do next? Invite 

them to contact you or visit your website by adding 

a link if required. 

Learn how to add your link on slide 4

Update these opening paragraphs to describe our 

customers’ challenges and introduce your solution. 

● What is the market situation that our joint offering 

helps? Try including interesting data points or trends 

that customers may find find insightful.

● Why is this solution in a unique position to address 

these challenges or obstacles?

Learn how to paste without formatting on slide 4

4. Introduce your solution

Enter a one-line summary/value prop of your solution for 

potential customers.

3. Update the subheader

If you like, include the reference architecture or another 

visual that explains the solution. You can use 

industry-related imagery, or highlight additional content.

Learn how to adjust your image on slide 4

7. Add a call-to-action and link

8. Paste an image or delete the box

Start here

  

Chrome Enterprise Recommended Solution
Overview with CrowdStrike Falcon LogScale

CrowdStrike - We Stop Breaches.
Organizations today face an onslaught of attacks 
across devices, identity and cloud workloads, possibly 
have unknown and unmanaged devices, and even a 
lack of staff to handle the alerts and manage systems.

It isn’t always clear where the next threat will come 
from, but as you steer your enterprise through an 
increasingly complex threat landscape, you need to be 
ready to thwart cyber attacks from the edge to the 
cloud and everywhere in between.

The integration between CrowdStrike Falcon 
LogScale and Google Chrome help organizations get 
additional visibility into managed Chrome Enterprise 
Browsers and Devices.

Falcon LogScale helps customers to ingest and 
analyze their logs. It's known for its speed and 
scalability as well as the ability to work across 
multiple data sources regardless of their structure.

A Radical New Approach Proven to Stop Breaches

© 2024 Google LLC. 1600 Amphitheatre Parkway, Mountain View, CA 94043. Learn more on CrowdStrike website.            

Discover the benefits

Defense-in-depth Protection:
● Protect and/or address blind spots where 

CrowdStrike Falcon agents aren’t deployed

Correlated Intelligence:
● Correlation of Chrome security events with 

CrowdStrike Falcon Host and Intelligence data in 
Falcon LogScale enable context enrichment from 
other applications and platform logs

Automated Remediation:
● Automated notifications and remediations using 

Falcon LogScale’s built in actions such as 
webhooks enabling Security Operations and 
Incident Response functions.

Security
Events

Chrome 
Browser Cloud 
Management

                        

Available events
Enterprise password reuse

Unsafe site visit

Malware downloads/uploads

File uploads/downloads

Sensitive data transfer 
(available to BeyondCorp Enterprise customers)

Log-in events

Password breaches
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https://www.crowdstrike.com/products/observability/falcon-logscale/

